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(54) METHOD FOR DIGITAL SIGNING AND CORRESPONDING SYSTEM

(57) The present invention relates to a method for
digital signing, wherein the method comprises sending
an authentication (Auth) from a user device (100) to a
data processing apparatus (200); the data processing
apparatus (200) checking the authentication (Auth); in
response to the data processing apparatus (200) suc-
cessfully checking the authentication (Auth), the data
processing apparatus (200) generating a remote authen-
tication element (60, 42, 82); the data processing appa-
ratus (200) sending the remote authentication element
(60, 42, 82) to the user device (100); the user device
(100) sending the remote authentication element (60, 42,
82) and at least one data structure (2, 2a, 2b, 2c) to a
remote data processing system (300); the user device
(100) receiving from the remote data processing system
(300) a signing element (62); the user device (100) send-
ing the signing element (62, 44, 84) and a second au-
thentication (Auth) to the data processing apparatus
(200); providing at least one data element (4, 4a, 4b, 4c)
to the data processing apparatus (200), wherein each
data element (4, 4a, 4b, 4c) is derived by one of the at
least one data structure (2, 2a, 2b, 2c), respectively; the
data processing apparatus (200) checking the second
authentication (Auth) and evaluating the signing element
(62, 44, 84); and in response to the data processing ap-
paratus (200) successfully checking the second authen-
tication (Auth) and successfully evaluating the signing
element (62, 44, 84), the data processing apparatus
(200) signing each of the at least one data element (4,
4a, 4b, 4c) with a private signature key (58), thereby gen-
erating at least one signed data element (46). The
present invention also relates to a corresponding meth-
od.
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Description

[0001] The present invention relates to a method for
digital signing and a corresponding system.
[0002] Digital signatures are used in a plurality of ways.
For example, digital signatures are used to transfer cryp-
to assets. For example, in case a user wishes to transfer
an amount of 1 Bitcoin from their funds to another user,
a transaction may be generated indicating the address
of the sender, the address of the receiver, and the type
(Bitcoin) and value (1 unit) to be transferred. These de-
tails may be an example for a data structure. Based on
the data structure, a data element may be derived, e.g.,
a hash of the data structure, and the user may sign this
data structure using their private key corresponding to
the public key associated with the crypto assets of the
user. The user may then broadcast the signed data ele-
ment, i.e., the signed hash of the transaction to a block-
chain, which is then registered to effect the transfer. While
this is a specific example, it should be understood that
this is merely exemplary and that digital signatures can
also be used in a plurality of other ways, e.g., to transfer
other crypto currencies, to transfer non fungible tokens,
or to sign digital contracts.
[0003] While different solutions for digital signatures
exist, there is still a need for additional technologies being
improved as regards security and ease of use.
[0004] In view of the above, it is an object of the present
invention to provide further and improved options for dig-
ital signing, and this object is met by the present inven-
tion.
[0005] In a first aspect, the present invention relates
to a method for digital signing. The method comprises
sending an authentication from a user device to a data
processing apparatus; the data processing apparatus
checking the authentication; in response to the data
processing apparatus successfully checking the authen-
tication, the data processing apparatus generating a re-
mote authentication element; the data processing appa-
ratus sending the remote authentication element to the
user device; the user device sending the remote authen-
tication element and at least one data structure to a re-
mote data processing system; the user device receiving
from the remote data processing system a signing ele-
ment; the user device sending the signing element and
a second authentication to the data processing appara-
tus; providing at least one data element to the data
processing apparatus, wherein each data element is de-
rived by one of the at least one data structure, respec-
tively; the data processing apparatus checking the sec-
ond authentication and evaluating the signing element;
and in response to the data processing apparatus suc-
cessfully checking the second authentication and suc-
cessfully evaluating the signing element, the data
processing apparatus signing each of the at least one
data element with a private signature key, thereby gen-
erating at least one signed data element.
[0006] It will thus be understood that embodiments of

the present invention employ three data processing de-
vices, namely the user device, the data processing ap-
paratus (which may be a smart card) and the remote data
processing system. For example, the user device may
communicate with the data processing apparatus by
means of near field communication and with the remote
data processing system via internet protocols.
[0007] In particular, it will be understood that to improve
security, the user device sends two authentications to
the data processing apparatus. The first authentication
(if successful) triggers the generation of a remote authen-
tication element, which is then sent to the remote data
processing system, together with the at least one data
structure (which may indicate the transaction details of
a crypto transaction). The remote data processing sys-
tem may, e.g., after checking a validity of the remote au-
thentication element and checking the data structure,
send a signing element back to the user device.
[0008] The user device may send this signing element
and the second authentication to the data processing ap-
paratus. Furthermore, also at least one data element de-
rived from the at least one data structure is provided to
the data processing apparatus. For example, when the
data structure are the details of a crypto transaction, the
data element may be a hash of the data structure. After
successfully evaluating the signing element and the au-
thentication, the data processing apparatus signs the at
least one data element.
[0009] In particular, this method allows that the at least
one data structure is checked by the remote data
processing system, which may be independent from the
user. For example, it may be a remote server run by a
financial institution. The described method thus allows
that the at least one data structure is checked for com-
pliance. For example, in case the data structure refers
to a crypto transaction, the remote data processing sys-
tem may check whether the sender is allowed to send
the respective crypto asset and whether the receiver is
allowed to receive the respective crypto asset. In case
the details of the data structure are not fully compliant,
the signing element may not be generated. This thus al-
lows a high level of compliance.
[0010] Furthermore, the described method also im-
proves the security for the user. Consider, e.g., that the
user loses the data processing apparatus (which may be
a smart card). In this case, the user may notify the oper-
ator of the remote data processing system and the sender
address may be blocked. Thus, any future transaction
(while the sender address is blocked) may not be possi-
ble, as no signing element would be generated by the
remote data processing system.
[0011] It will further be understood that the present in-
vention may allow for the remote data processing system
(e.g., the remote server) to remotely allow conditionally
the user access to their private key (or plurality of private
keys) that are in their data processing apparatus (e.g.,
smartcard). That is, a signing functionality of the data
processing apparatus may be controlled by means of the
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remote data processing system. This may be beneficial
compared to, e.g., using a system where the private keys
themselves are remotely available for signature online,
which would be very difficult to secure. Overall, embod-
iments of the present invention may thus provide a secure
and simple way of controlling a signing functionality of
the data processing apparatus without exposing access
to the private signature key online.
[0012] The method may further comprise the user de-
vice generating the at least one data structure.
[0013] The method may further comprise deriving the
at least one data element based on the at least one data
structure.
[0014] The user device may derive the at least one
data element based on the at least one data structure.
[0015] Providing the at least one data element to the
data processing apparatus may comprise the user device
sending the at least one data element to the data process-
ing apparatus.
[0016] The data processing apparatus may derive the
at least one data element based on the at least one data
structure.
[0017] Providing the at least one data element to the
data processing apparatus may comprise the user device
sending the at least one data structure to the data
processing apparatus and the data processing apparatus
deriving the at least one data element based on the at
least one data structure.
[0018] The method may further comprise sending the
at least one signed data element from the data process-
ing apparatus to the user device.
[0019] The method may further comprise the user de-
vice broadcasting the at least one signed data element
to a blockchain.
[0020] The method may further comprise the user de-
vice broadcasting the at least one data structure to the
blockchain.
[0021] The method may further comprise the remote
data processing system performing a compliance check
on each of the at least one data structure, and the remote
data processing system checking the remote authenti-
cation element.
[0022] The method may further comprise in response
to a successful compliance check and a successful check
of the remote authentication element, the remote data
processing system generating the signing element and
sending the signing element to the user device.
[0023] The at least one data structure is a data struc-
ture and the at least one data element may be a data
element.
[0024] That is, the at least one data structure may be
a single data structure and the at least one data element
may be a single data element.
[0025] The data processing apparatus generating the
remote authentication element may comprise the data
processing apparatus signing the data element with a
private remote access key, thereby generating a remote
access data element forming the remote authentication

element.
[0026] The data processing apparatus may comprise
a secure portion.
[0027] The secure portion may also be referred to as
secure enclave. The secure portion can provide hard-
ware and software protection for maintaining the secrecy
of data in the secure portion. More particularly, the data
processing apparatus (e.g., the smart card) can be pro-
grammed so that only defined data may leave the secure
portion, while other data cannot leave the secure portion.
The secure portion can comprise one or more secure
microcontroller and one or more secure memory compo-
nents. It should be understood that when it is said in this
document that data is stored in the secure portion, this
data cannot be retrieved from the secure portion.
[0028] The private remote access key may be stored
in the secure portion.
[0029] The private signature key may be stored in the
secure portion.
[0030] The signing element may be an issuer signed
data element obtained by signing the data element with
an issuer private key.
[0031] The data processing apparatus may comprise
an issuer public key corresponding to the issuer private
key, and evaluating the signing element may comprise
checking with the issuer public key whether the issuer
signed data element is the data element signed with the
issuer private key.
[0032] The issuer public key may be stored in the se-
cure portion.
[0033] The method may further comprise the remote
data processing system deriving the data element from
the data structure.
[0034] The remote data processing system may com-
prise a public remote access key corresponding to the
private remote access key, and the remote data process-
ing system checking the remote authentication element
may comprise the remote data processing system check-
ing with the public remote access key whether the remote
access data element is the data element signed with the
private remote access key.
[0035] The remote data processing system generating
the signing element may comprise the remote data
processing system signing the data element with the is-
suer private key to thereby generate the issuer signed
data element.
[0036] The at least one data structure may be a plurality
of data structures and the at least one data element may
be a plurality of data elements.
[0037] It will thus be understood that in embodiments
of the present technology, not only a single data structure
and a single data element is used, but that a plurality of
such data structure and a plurality of data elements are
used.
[0038] This may greatly increase the efficiency of the
technology. In particular, instead of sending single ele-
ments between the different entities (i.e., the user device,
the data processing apparatus and the remote data
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processing system), always a combination of these ele-
ments may be sent between these entities. Further, by
using a plurality of data structures and data elements in
the present technology, with a single use of the present
method (in particular: a single first authentication and a
single second authentication), signing a plurality of data
elements may be triggered, improving the efficiency of
the present method.
[0039] The method may further comprise providing a
meta data element to the data processing apparatus,
wherein the meta data element is generated by concate-
nating the data elements and deriving the meta data el-
ement based on the concatenated data elements.
[0040] Overall, it should be understood that the meta
data element can be provided to the data processing ap-
paratus by the meta data element being generated on
the data processing apparatus, or by the meta data ele-
ment being generated elsewhere (e.g., in the user de-
vice) and then being sent to the data processing appa-
ratus.
[0041] Concatenating the data elements may be per-
formed by the user device.
[0042] Deriving the meta data element may be per-
formed by the user device.
[0043] Deriving the meta data element may be per-
formed by the data processing apparatus.
[0044] Concatenating the data elements may be per-
formed by the data processing apparatus.
[0045] The data processing apparatus generating the
remote authentication element may comprise the data
processing apparatus signing the meta data element with
a private remote access key, thereby generating a re-
mote access meta data element forming the remote au-
thentication element.
[0046] The private remote access key may be stored
in the secure portion.
[0047] The signing element may be an issuer signed
meta data element obtained by signing the meta data
element with an issuer private key.
[0048] The data processing apparatus may comprise
an issuer public key corresponding to the issuer private
key, and evaluating the signing element may comprise
checking with the issuer public key whether the issuer
signed meta data element is the meta data element
signed with the issuer private key.
[0049] The issuer public key may be stored in the se-
cure portion.
[0050] The method may further comprise the remote
data processing system deriving the plurality of data el-
ements from the plurality of data structures, and the re-
mote data processing system concatenating the plurality
of data elements and deriving the meta data element
based on the concatenated data elements.
[0051] The remote data processing system may com-
prise a public remote access key corresponding to the
private remote access key, and the remote data process-
ing system checking the remote authentication element
may comprise the remote data processing system check-

ing with the public remote access key whether the remote
access meta data element is the meta data element
signed with the private remote access key.
[0052] The remote data processing system generating
the signing element may comprise the remote data
processing system signing the meta data element with
the issuer private key to thereby generate the issuer
signed meta data element.
[0053] The data processing apparatus may be a smart
card.
[0054] The user device and the data processing appa-
ratus may communicate with each other via near field
communication.
[0055] In a second aspect, the present invention also
relates to a system configured to perform the method,
wherein the system comprises the user device and the
data processing apparatus.
[0056] It should be understood that when a system is
said to be configured to perform the method discussed
above, this means that the components of the system
are programmed to perform the respective steps of the
method.
[0057] The system may comprise the remote data
processing system.
[0058] The present invention is also defined by the fol-
lowing numbered embodiments.

M1. A method for digital signing, wherein the method
comprises

sending an authentication (Auth) from a user de-
vice (100) to a data processing apparatus (200),
the data processing apparatus (200) checking
the authentication (Auth),
in response to the data processing apparatus
(200) successfully checking the authentication
(Auth), the data processing apparatus (200)
generating a remote authentication element (60,
42, 82),
the data processing apparatus (200) sending
the remote authentication element (60, 42, 82)
to the user device (100),
the user device (100) sending the remote au-
thentication element (60, 42, 82) and at least
one data structure (2, 2a, 2b, 2c) to a remote
data processing system (300),
the user device (100) receiving from the remote
data processing system (300) a signing element
(62),
the user device (100) sending the signing ele-
ment (62, 44, 84) and a second authentication
(Auth) to the data processing apparatus (200),
providing at least one data element (4, 4a, 4b,
4c) to the data processing apparatus (200),
wherein each data element (4, 4a, 4b, 4c) is de-
rived by one of the at least one data structure
(2, 2a, 2b, 2c), respectively,
the data processing apparatus (200) checking
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the second authentication (Auth) and evaluating
the signing element (62, 44, 84), and
in response to the data processing apparatus
(200) successfully checking the second authen-
tication (Auth) and successfully evaluating the
signing element (62, 44, 84), the data process-
ing apparatus (200) signing each of the at least
one data element (4, 4a, 4b, 4c) with a private
signature key (58), thereby generating at least
one signed data element (46).

M2. The method according to embodiment M1,
wherein the method further comprises
the user device (100) generating the at least one
data structure (2, 2a, 2b, 2c).

M3. The method according to any of the preceding
embodiments, wherein the method further compris-
es
deriving the at least one data element (4, 4a, 4b, 4c)
based on the at least one data structure (2, 2a, 2b,
2c).

M4. The method according to the preceding embod-
iment, wherein
the user device (100) derives the at least one data
element (4, 4a, 4b, 4c) based on the at least one
data structure (2, 2a, 2b, 2c).

M5. The method according to the preceding embod-
iment, wherein
providing the at least one data element (4, 4a, 4b,
4c) to the data processing apparatus (200) compris-
es the user device (100) sending the at least one
data element (4, 4a, 4b, 4c) to the data processing
apparatus (200).

M6. The method according to embodiment M3,
wherein
the data processing apparatus (200) derives the at
least one data element (4, 4a, 4b, 4c) based on the
at least one data structure (2, 2a, 2b, 2c).

M7. The method according to the preceding embod-
iment, wherein
providing the at least one data element (4, 4a, 4b,
4c) to the data processing apparatus (200) compris-
es the user device (100) sending the at least one
data structure (2, 2a, 2b, 2c) to the data processing
apparatus (200) and the data processing apparatus
(200) deriving the at least one data element (4, 4a,
4b, 4c) based on the at least one data structure (2,
2a, 2b, 2c).

M8. The method according to any of the preceding
embodiments, wherein the method further compris-
es
sending the at least one signed data element (46,

46a, 46b, 46c) from the data processing apparatus
(200) to the user device (100).

M9. The method according to the preceding embod-
iment, wherein the method further comprises
the user device (100) broadcasting the at least one
signed data element (46, 46a, 46b, 46c) to a block-
chain.

M10. The method according to the preceding em-
bodiment, wherein the method further comprises
the user device (100) broadcasting the at least one
data structure (2, 2a, 2b, 2c) to the blockchain.

M11. The method according to any of the preceding
embodiments, wherein the method further compris-
es

the remote data processing system (300) per-
forming a compliance check on each of the at
least one data structure (2, 2a, 2b, 2c), and
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82).

M12. The method according to the preceding em-
bodiment, wherein the method further comprises
in response to a successful compliance check and
a successful check of the remote authentication el-
ement (60, 42, 82), the remote data processing sys-
tem (300) generating the signing element (62, 44,
84) and sending the signing element (62, 44, 84) to
the user device (100).

M13. The method according to any of the preceding
embodiments, wherein the at least one data struc-
ture (2, 2a, 2b, 2c) is a data structure (2) and the at
least one data element (4, 4a, 4b, 4c) is a data ele-
ment (4).
That is, the at least one data structure is a single
data structure and the at least one data element is
a single data element.

M14. The method according to the preceding em-
bodiment,
wherein the data processing apparatus (200) gen-
erating the remote authentication element (60, 42,
82) comprises the data processing apparatus (200)
signing the data element (4) with a private remote
access key (50), thereby generating a remote access
data element (42) forming the remote authentication
element (60).

M15. The method according to any of the preceding
embodiments, wherein the data processing appara-
tus (200) comprises a secure portion.

M16. The method according to the preceding em-
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bodiment and with the features of the penultimate
embodiment, wherein the private remote access key
(50) is stored in the secure portion.

M17. The method according to any of the preceding
embodiments with the features of embodiment M15,
wherein the private signature key (58) is stored in
the secure portion.

M18. The method according to any of the preceding
embodiments, with the features of embodiment M13,
wherein the signing element (62, 44, 84) is an issuer
signed data element (44) obtained by signing the
data element (4) with an issuer private key (54).

M19. The method according to the preceding em-
bodiment, wherein the data processing apparatus
(200) comprises an issuer public key (56) corre-
sponding to the issuer private key (54), and wherein
evaluating the signing element (44) comprises
checking with the issuer public key (56) whether the
issuer signed data element (44) is the data element
(4) signed with the issuer private key (54).

M20. The method according to the preceding em-
bodiment and with the features of embodiment M15,
wherein the issuer public key (56) is stored in the
secure portion.

M21. The method according to any of the preceding
embodiments with the features of embodiments M11
and M14, wherein the method further comprises
the remote data processing system (300) deriving
the data element (4) from the data structure (2).

M22. The method according to the preceding em-
bodiment, wherein

the remote data processing system (300) com-
prises a public remote access key (52) corre-
sponding to the private remote access key (50),
and wherein
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82) comprises the remote data processing sys-
tem (300) checking with the public remote ac-
cess key (52) whether the remote access data
element (42) is the data element (4) signed with
the private remote access key (50).

M23. The method according to any of the 2 preceding
embodiments and with the features of embodiments
M12 and M18, wherein

the remote data processing system (300) gen-
erating the signing element (62, 44, 84) com-
prises
the remote data processing system (300) sign-

ing the data element (4) with the issuer private
key (54) to thereby generate the issuer signed
data element (44).

M24. The method according to any of the preceding
embodiments when not dependent on embodiment
M13, wherein the at least one data structure (2, 2a,
2b, 2c) is a plurality of data structures (2a, 2b, 2c)
and the at least one data element (4, 4a, 4b, 4c) is
a plurality of data elements (4a, 4b, 4c).

M25. The method according to the preceding em-
bodiment and with the features of embodiment M3,
wherein the method further comprises
providing a meta data element (8) to the data
processing apparatus (200), wherein the meta data
element (8) is generated by concatenating the data
elements (4a, 4b, 4c) and deriving the meta data
element (8) based on the concatenated data ele-
ments (4a, 4b, 4c).
Overall, it should be understood that the meta data
element can be provided to the data processing ap-
paratus by the meta data element being generated
on the data processing apparatus, or by the meta
data element being generated elsewhere (e.g., in
the user device) and then being sent to the data
processing apparatus.

M26. The method according to the preceding em-
bodiment, wherein concatenating the data elements
(4a, 4b, 4c) is performed by the user device (100).

M27. The method according to the preceding em-
bodiment, wherein deriving the meta data element
(8) is performed by the user device (100).

M28. The method according to embodiment M25 or
M26, wherein deriving the meta data element (8) is
performed by the data processing apparatus (200).

M29. The method according to embodiment M28, or
the preceding embodiment when not depending on
M26, wherein concatenating the data elements (4a,
4b, 4c) is performed by the data processing appara-
tus (200).

M30. The method according to any of the preceding
embodiments with the features of embodiment M25,
wherein the data processing apparatus (200) gen-
erating the remote authentication element (82) com-
prises the data processing apparatus (200) signing
the meta data element (8) with a private remote ac-
cess key (50), thereby generating a remote access
meta data element (82) forming the remote authen-
tication element (60).

M31. The method according to the preceding em-
bodiment and with the features of embodiment M15,
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wherein the private remote access key (50) is stored
in the secure portion.

M32. The method according to any of the preceding
embodiments with the features of embodiment M24,
wherein the signing element (62, 44, 84) is an issuer
signed meta data element (84) obtained by signing
the meta data element (8) with an issuer private key
(54).

M33. The method according to the preceding em-
bodiment and with the features of embodiment M25,
wherein the data processing apparatus (200) com-
prises an issuer public key (56) corresponding to the
issuer private key (54), and wherein
evaluating the signing element (84) comprises
checking with the issuer public key (56) whether the
issuer signed meta data element (84) is the meta
data element (8) signed with the issuer private key
(54).

M34. The method according to the preceding em-
bodiment and with the features of embodiment M15,
wherein the issuer public key (56) is stored in the
secure portion.

M35. The method according to any of the preceding
embodiments with the features of embodiments M11
and M24, wherein the method further comprises

the remote data processing system (300) deriv-
ing the plurality of data elements (4a, 4b, 4c)
from the plurality of data structures (2a, 2b, 2c),
and
the remote data processing system (300) con-
catenating the plurality of data elements (4a, 4b,
4c) and deriving the meta data element (8)
based on the concatenated data elements (4a,
4b, 4c).

M36. The method according to the preceding em-
bodiment, wherein

the remote data processing system (300) com-
prises a public remote access key (52) corre-
sponding to the private remote access key (50),
and wherein
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82) comprises the remote data processing sys-
tem (300) checking with the public remote ac-
cess key (52) whether the remote access meta
data element (82) is the meta data element (4)
signed with the private remote access key (50).

M37. The method according to any of the 2 preceding
embodiments and with the features of embodiments
M12 and M32, wherein

the remote data processing system (300) gen-
erating the signing element (62, 44, 84) com-
prises
the remote data processing system (300) sign-
ing the meta data element (8) with the issuer
private key (54) to thereby generate the issuer
signed meta data element (84).

M38. The method according to any of the preceding
embodiments, wherein the data processing appara-
tus (200) is a smart card.

M39. The method according to any of the preceding
embodiments, wherein the user device (100) and the
data processing apparatus (100) communicate with
each other via near field communication.

51. A system configured to perform the method ac-
cording to any of the preceding embodiments,
wherein the system comprises the user device (100)
and the data processing apparatus (200).
It should be understood that when a system is said
to be configured to perform the method discussed
above, this means that the components of the sys-
tem are programmed to perform the respective steps
of the method.

S2. The system according to the preceding embod-
iment, wherein the system comprises the remote da-
ta processing system (300).

[0059] Embodiments of present technology will now be
described with reference to the accompanying drawings,
which should only exemplify, but not limit, the present
invention.

Fig. 1 depicts a method for digital signing ac-
cording to an embodiment of the
present invention;

Fig. 2, depicts a method for digital signing ac-
cording to a further embodiments of the
present invention;

Figs. 3a to 3c depict a method for digital signing ac-
cording to a still further embodiments
of the present invention; and

Figs. 4a to 4c depict a method for digital signing ac-
cording to a still further embodiments
of the present invention.

[0060] Fig. 1 depicts an embodiment of a method and
a system according to the present invention. More par-
ticularly, Fig. 1 depicts three panels, each indicating
steps that are performed by different apparatuses. The
left panel corresponds to steps performed by a remote
data processing system 300, the center panel corre-
sponds to steps performed by a user device 100, and the
right panel corresponds to steps performed by a data
processing apparatus 200. Arrows crossing lines be-
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tween the different panels indicate that data is sent from
one apparatus to another. It should be understood that
each of the remote data processing system 300, the user
device 100 and the data processing apparatus 200 com-
prises a memory and a data processor.
[0061] Overall, embodiments of the present technolo-
gy relate to generating a signed data element, e.g., sign-
ing a data element being indicative for a transaction of a
crypto asset.
[0062] In an initial step (A), the user device 100, which
may also be referred to as a user terminal 100, may gen-
erate a data structure 2, e.g., a data structure relating to
all the transaction data for a transaction of a crypto asset.
[0063] The user device 100 may also calculate a data
element 4 derived from the data structure 2 in a step (B).
In particular, the data element 4 may be a hash of the
data structure 2.
[0064] The user device 100 may generally communi-
cate with the data processing apparatus 200, e.g., by
near field communication. The data processing appara-
tus 200 may be a smart card comprising a secure portion.
[0065] To enable functionality of the data processing
apparatus 200, an authentication may be required. More
particularly, the authentication may be entered into the
user device 100 and then forwarded to the data process-
ing apparatus 200 for checking. As an example, a user
may enter a personal identification number (PIN) into the
user device 100 and the PIN may then be sent to the
data processing apparatus 200.
[0066] Generally, in a step (C), an authentication Auth
may be sent from the user device 100 to the data process-
ing apparatus 200. Optionally, in this step, also the data
element 4 is sent from the user device 100 to the data
processing apparatus 200.
[0067] It will be understood that the usage of a PIN is
simply exemplary and that in fact, any other authentica-
tion method may be used to access the data processing
apparatus 200 and particularly the secure portion thereof.
Other examples for the authentication are a challenge
response, or usage of authentication keys. In case of
authentication keys, the data element 4 may be signed
with a private authentication key in the user device 100
and more particularly in a secure section of the user de-
vice 100 to thus generate an authentication data element
corresponding to the authentication Auth that is send to
the data processing apparatus 200 together with the un-
signed data element 4. As a further option, also biometric
authentication may be used as Auth.
[0068] In a step (D), the data processing apparatus
200 checks whether the authentication is successful. In
the case of authentication keys, the data processing ap-
paratus 200 comprises a public authentication key cor-
responding to the private authentication key. The data
processing apparatus can then check by using the public
authentication key and the unsigned data element 4
(which, in this embodiment was also sent in step (C))
whether the authentication data element is the data ele-
ment signed by the private authentication key. More par-

ticularly, in this case, the data processing apparatus 200
can derive the authentication public key by using the au-
thentication data element and the unsigned data element
and can compare the authentication public key with the
authentication public key stored in the data processing
apparatus. In case of a PIN, the PIN will be checked in
step (D).
[0069] If the authentication is successful, in a step (E),
the data processing apparatus 200 generates a remote
authentication element 60 in the secure portion. The re-
mote authentication element 60 enables a functionality
of the remote data processing system 300, and the re-
mote authentication element 60 may be realized as a
PIN, a password, it may be based on a challenge re-
sponse, it may be a hash-based message authentication
code (HMAC), or a data element signed by a private re-
mote access key.
[0070] The remote authentication element 60 is then
sent (see step (F)) from the data processing apparatus
200 to the user device 100.
[0071] In a step (G), the user device 100 sends the
remote authentication element 60 and the data structure
2 to the remote data processing system 300.
[0072] The remote data processing system 300 may
perform two checks. In a first check (H), the data structure
2 is checked as to whether it is fully compliant for it to be
carried out. It will be understood that the data structure
may indicate a transaction of a crypto asset with a par-
ticular value (e.g., 10 Bitcoin) from a first address to a
second address. In the first check (H), compliance of the
data structure 2 with different rules may be checked. For
example, it may be possible that certain users are banned
from particular transactions. For example, certain recip-
ient addresses may be banned from receiving Bitcoins.
If, for example, the data structure 2 indicates such a
banned recipient address, the first check (H) will fail. If,
however, the data structure 2 is fully compliant with all
regulations, the first check (H) succeeds.
[0073] In the second check (I), the remote authentica-
tion element 60 is checked. Again, the remote authenti-
cation element 60 may be, e.g., a PIN, a password, it
may be based on a challenge response, it may be a hash-
based message authentication code, or a data element
signed by a remote private remote access key. The re-
mote data processing system 300 is configured to check
a validity of the remote authentication element 60.
[0074] If both checks (H) and (I) are successful, the
remote data processing system 300 generates a signing
element 62. The signing element 62 is configured to in-
struct the data processing apparatus 200 to sign a data
element.
[0075] The signing element 62 is sent from the remote
data processing system 300 to the user device 100 in
step (L).
[0076] In a step (M), the signing element 62 is sent
from the user device 100 to the data processing appara-
tus 200. In this step, also an authentication Auth may be
sent from the user device 100 to the data processing
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apparatus 200.
[0077] Furthermore, also the data element 4 is sent
from the user device 100 to the data processing appara-
tus 200, and it should be understood that this sending of
the data element 4 from the user device 100 to the data
processing device 200 may be performed simultaneously
with sending the signing element 62, i.e., it may be part
of step (M). However, the data element 4 may also be
sent from the user device 100 to the data processing
apparatus 200 at a different time, e.g., in step (C).
[0078] As in step (D), the authentication Auth may be
checked on the data processing device 200 in a step (N).
Furthermore, the signing element 62 may be evaluated
in step (N). The signing element 62 can be, e.g., a data
element signed in the remote data processing system
300 by a private key, where the data processing appa-
ratus 200 has the corresponding public key, or it can be
a hash-based message authentication code (HMAC).
[0079] If the check and evaluation (which may also be
a check) in step (N) are successful, the data element 4
is signed by a private signature key 58, which may also
be referred to as blockchain private key 58, in a step (O)
to thus generate a signed data element 46. It should be
understood that the private signature key 58 is in the
secure portion of the data processing apparatus 200 and
that thus, step (O) is performed in the secure portion.
[0080] For example, the data element 46 may be a
hash of a transaction, which is signed by the private sig-
nature key 58. It may thus be used to transfer a crypto
asset associated to the blockchain public key corre-
sponding to the private signature key 58.
[0081] The signed data element 46 is then sent from
the data processing apparatus 200 to the user device
100 in a step (P).
[0082] In a step (Q), the signed data element 46 may
then be broadcasted from the user device 100, i.e., it may
be output to the relevant blockchain. Optionally, also the
complete data structure 2 may be output in this step (Q).
[0083] Fig. 2 depicts a method generally correspond-
ing to the method depicted in Fig. 1 with additional details
of how individual steps may be implemented. It will thus
be understood that some of the steps depicted in Fig. 2
correspond to the steps depicted in Fig. 1 and described
with reference to Fig. 1, and for those steps, reference
is made to the description of Fig. 1.
[0084] While steps (A), (B), and (D) correspond to the
steps described with reference to Fig. 1, further details
are provided for steps (C) and (E) in Fig. 2. More partic-
ularly, in step (C), also the data element 4 which was
derived from the data structure 2 is sent from the user
device 100 to the data processing apparatus 200.
[0085] Further, in step (E), if the authentication is suc-
cessful, the data processing apparatus 200 signs the da-
ta element 4 with a private remote access key 50 to there-
by generate a remote access data element 42. It should
be understood that the private remote access key 50 is
stored in the secure portion of the data processing device
200 and that thus, step (E) is performed in the secure

portion. That is, the remote access data element 42 in
this embodiment corresponds to the remote authentica-
tion element 60 discussed with reference to Fig. 1.
[0086] It will thus be understood that in step (F), the
remote access data element 42 is sent from the data
processing apparatus 200 to the user device 100, and
that in in step (G), the remote access data element 42 is
sent from the user device 100 to the remote data process-
ing system 300.
[0087] In a step (GA), the remote data processing sys-
tem 300 may derive the data element 4 from the data
structure 2, e.g., by generating the hash of the data struc-
ture 2.
[0088] Further, while step (H) of the embodiment of
Fig. 2 is identical to the step (H) in Fig. 1, in step (I), the
remote access data element 42 is checked. For this
check, the remote access data element 42, a public key
52 corresponding to the private remote access key 50,
and the data element 4 are used. The public key 52 may
therefore also be referred to as public remote access key
52. It will be understood that the check (I) in this embod-
iments is successful if the remote data processing system
300 confirms that the remote access data element 42 is
the data element 4 signed by the remote access private
key 50.
[0089] If both checks (H) and (I) are successful, the
remote data processing system 100 proceeds to step (K).
[0090] As described with reference to Fig. 1, in step
(K), a signing element 62 is generated. In the embodi-
ment depicted in Fig. 2, the signing element 62 is realized
as an issuer signed data element 44. More particularly,
in step (K) as depicted in Fig. 2, the remote data process-
ing system 300 signs the data element 4 with an issuer
private key 54 to thus generate an issuer signed data
element 44 (which is the signing element 62 in this em-
bodiment). In step (L) of Fig. 2, the issuer signed data
element 44 is sent from the remote data processing sys-
tem 300 to the user device 100.
[0091] In step (M), the issuer signed data element 44
is sent from the user device 100 to the data processing
apparatus 200 together with an authentication Auth, and
it will again be noted that in the embodiment of Fig. 2,
the issuer signed data element 44 corresponds to the
signing element 62 of Fig. 1. Further, it will be noted that
in the embodiment of Fig. 2, in step (M), it is possible that
the data element 4 is not sent to the data processing
apparatus 200, as the data element 4 was already sent
to the data processing apparatus 200 in step (C).
[0092] Again, in step (N), the authentication Auth may
be checked. Further, also in this step (N), the issuer
signed data element 44 (being the signing element 62)
is checked. More particularly, in the embodiment of Fig.
2, the data processing device 200 may comprise an is-
suer public key 56 corresponding to the issuer private
key 54. By means of this issuer public key 56, the data
processing apparatus 200 may check whether the issuer
signed data element 44 is the data element 4 that was
signed by the issuer private key 54.
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[0093] If the checks in step (N) are successful, the
method proceeds to step (O) and the subsequent steps,
which are identical to the steps described with reference
to Fig. 1.
[0094] A further embodiment of the present technology
is depicted in Figs. 3a to 3c. The method depicted in Figs.
3a to 3c mainly corresponds to the method depicted in
Fig. 1. However, instead of a single data element 4 (e.g.,
a single hash of a data structure), a plurality of data ele-
ments 4a, 4b, 4c are signed. It will be understood that
like reference numbers correspond to like features and
steps.
[0095] In a step (A), a plurality of data structures 2a,
2b, 2c are generated by a user device 100. For example,
each data structure 2a, 2b, 2c may be details of a trans-
action of a crypto asset. Thus, each data structure 2a,
2b, 2c may indicate, e.g., an address of a sender, an
address of a recipient, a type and amount of a crypto
asset to be transferred.
[0096] In step (B), for each of the data structures 2a,
2b, 2c, a data element 4a, 4b, 4c is derived by the user
device 100. For example, each of the data elements 4a,
4b, 4c may be a hash of the respective data structure 2a,
2b, 2c.
[0097] In a step (BA), a meta data element 8 is derived
based on the plurality of data elements 2a, 2b, 2c. For
example, the data elements 4a, 4b, 4c may be concate-
nated, thus generating a concatenated data element, and
the meta data element 8 may be a hash of the concate-
nated data element. While in the embodiment depicted
in Fig. 3a, step (BA) is performed in user device 100, it
should be understood that this is merely exemplary and
that the step (BA) may also be performed elsewhere,
e.g., in the data processing apparatus 200.
[0098] As in Fig. 1, an authentication Auth is sent from
the user device 100 to the data processing apparatus
200 (step (C)), the authentication Auth is checked in the
data processing apparatus 200 (step (D)), and upon a
successful authentication, a remote authentication ele-
ment 60 is generated in the data processing apparatus
200 (step (E)). Also as in Fig. 1, the remote authentication
element 60 is sent from the data processing apparatus
200 to the user device 100 (step (F)).
[0099] In a step (G) mostly corresponding to step (G)
of Fig. 1, the remote authentication element 60 and the
plurality of data structures 2a, 2b, 2c are sent from the
user device 100 to the remote data processing system
300.
[0100] Now referring to Fig. 3b, in a step (H) mostly
corresponding to step (H) of Fig. 1, the remote data
processing system 300 checks each of the data struc-
tures 2a, 2b, 2c for compliance with regulations.
[0101] In a step (I) corresponding to step (I) in Fig. 1,
the remote data processing system 300 checks the re-
mote authentication element 60.
[0102] If both checks (H) and (I) succeed, the method
proceeds to step (K) corresponding to step (K) in Fig. 1,
where a signing element 62 is generated in the remote

data processing system 300. Also as in Fig. 1, the signing
element 62 is sent from the remote data processing sys-
tem 300 to the user device 100.
[0103] In step (M), the user device 100 sends the sign-
ing element 62 and an authentication Auth to the data
processing apparatus 200. Furthermore, also the data
elements 4a, 4b, 4c are sent from the user device 100
to the data processing apparatus 200. While Fig. 3b de-
picts that the data elements 4a, 4b, 4c are provided to
the data processing apparatus 200 in step (M), it should
be understood that this is merely exemplary and that in
fact, the data elements 4a, 4b, 4c may also be provided
to the data processing apparatus 200 at another stage,
e.g., in step (C).
[0104] In a step (N) corresponding to step (N) of Fig.
1, the authentication Auth is checked in the data process-
ing apparatus 200, and the signing element 62 is evalu-
ated in the data processing apparatus.
[0105] If both are successful, the method proceeds to
step (O), which in this case is denoted by sub steps (O1),
(O2), (O3). More particularly, in step (O), each of the data
elements 4a, 4b, 4c is signed with a private signature key
58 in the secure portion of the data processing apparatus
200, thereby generating signed data elements 46a, 46b,
46c.
[0106] Now referring to Fig. 3c, these signed data el-
ements 46a, 46b, 46c are sent from the data processing
apparatus 200 to the user device 100 in step (P).
[0107] In a step (Q), these signed data elements 46a,
46b, 46c are broadcasted from the user device 100, i.e.,
they are sent to the respective blockchains. Optionally,
also the corresponding data structures 2a, 2b, 2c are
output in this step.
[0108] Overall, it will be understood that the method
described with references to Figs. 3a to 3c thus allows a
plurality of data elements 4a, 4b, 4c to be signed in a
single method, thereby increasing efficiency of signing
such data elements.
[0109] Figs. 4a to 4c depict a still further embodiment
of the present technology. Generally, it should be under-
stood that the method in these Figures is one implemen-
tation of the multi signature method discussed in con-
junction with Figures 3a to 3c. More particularly, these
Figures depict an implementation of the multi signature
method of Figures 3a to 3c, wherein further details are
realized as discussed in conjunction with Fig. 2. Again,
like reference numbers denote like features and steps
throughout the Figures.
[0110] As regards steps (A), (B), and (BA) depicted in
Fig. 4a, reference can be made to the description of Fig.
3a.
[0111] In step (C) of Fig. 4a, an authentication Auth
and the meta data element 8 is sent from the user device
100 to the data processing apparatus 200.
[0112] After an authentication step (D) as before, the
meta data element 8 is signed with a private remote ac-
cess key 50 by the data processing apparatus 200 to
thereby generate a remote access meta data element 82
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(corresponding to the authentication element 60 in Fig.
3a).
[0113] In step (F), the remote access meta data ele-
ment 82 is sent from the data processing apparatus 200
to the user 100, and in step (G), the data structures 2a,
2b, 2c and the remote access meta data element 82 are
sent from the user device 100 to the remote data process-
ing system 300.
[0114] In a step (GA) performed by the remote data
processing system 300, for each of the data structures
2a, 2b, 2c, the corresponding data elements 2a, 2b, 2c
are derived (e.g., by hashing), and in a step (GB) per-
formed by the remote data processing system, the meta
data element 8 is derived based on the data elements
2a, 2b, 2c.
[0115] Step (H) of Fig. 4b corresponds to step (H) of
Fig. 3b.
[0116] In step (I) of Fig. 4b, the meta data element 8
that was derived by the data processing system 300 in
steps (GA) and (GB) is used, as is a public remote access
key 52 and the remote access meta data element 82.
More particularly, it is checked with the public remote
access key 52 whether the remote access meta data
element 82 is the meta data element 8 signed by the
private remote access key 50.
[0117] If both checks (H) and (I) are successful, the
method proceedings to step (K).
[0118] In step (K) of Fig. 4b, the meta data element 8
is signed by a private issuer key 54, thereby generating
an issuer signed meta data element 84 (forming the sign-
ing element 62 in this embodiment).
[0119] In step (L), the issuer signed meta data element
84 is sent from the remote data processing system 300
to the user device 100.
[0120] In step (M) depicted in Fig. 4b mostly corre-
sponding to step (M) of Fig. 3b, an authentication Auth
and the issuer signed meta data element 84 are sent
from the user device 100 to the data processing appara-
tus 200.
[0121] Furthermore, also the data elements 4a, 4b, 4c
are sent from the user device 100 to the data processing
apparatus 200, where it will again be understood that
they may be sent to the data processing apparatus 200
in step (M), but also at another time, e.g., in step (C).
[0122] In step (N) of Fig. 4b, the authentication Auth is
checked. Further, in this step (N), it is also checked by
means of an issuer public key 56, whether the issuer
signed meta data element 84 is the meta data element
8 signed by the issuer private key 54. It will be understood
that this check may be performed by means of a meta
data element 8 that was sent to the data processing ap-
paratus 200 (as in step (C) depicted in Fig. 4a). However,
it is also possible that the meta data element 8 is not sent
to the data processing apparatus 200, but that only the
data elements 4a, 4b, 4c are sent to the data processing
apparatus 200 and that the meta data element 8 is then
derived from the data elements 4a, 4b, 4c in the data
processing apparatus 200.

[0123] If the checks in step (N) succeed, the method
proceeds to step (O) with its sub-steps (O1) to (O3) as
discussed in conjunction with Fig. 3b. Also the steps (P)
and (Q) of Fig. 4c are identical as in Fig. 3c, such that
reference can be made to the description of Fig. 4c.
[0124] While in the above, preferred embodiments
have been described with reference to the accompanying
drawings, the skilled person will understand that these
embodiments were provided for illustrative purpose only
and should by no means be construed to limit the scope
of the present invention, which is defined by the claims.

Claims

1. A method for digital signing, wherein the method
comprises

sending an authentication (Auth) from a user de-
vice (100) to a data processing apparatus (200),
the data processing apparatus (200) checking
the authentication (Auth),
in response to the data processing apparatus
(200) successfully checking the authentication
(Auth), the data processing apparatus (200)
generating a remote authentication element (60,
42, 82),
the data processing apparatus (200) sending
the remote authentication element (60, 42, 82)
to the user device (100),
the user device (100) sending the remote au-
thentication element (60, 42, 82) and at least
one data structure (2, 2a, 2b, 2c) to a remote
data processing system (300),
the user device (100) receiving from the remote
data processing system (300) a signing element
(62),
the user device (100) sending the signing ele-
ment (62, 44, 84) and a second authentication
(Auth) to the data processing apparatus (200),
providing at least one data element (4, 4a, 4b,
4c) to the data processing apparatus (200),
wherein each data element (4, 4a, 4b, 4c) is de-
rived by one of the at least one data structure
(2, 2a, 2b, 2c), respectively,
the data processing apparatus (200) checking
the second authentication (Auth) and evaluating
the signing element (62, 44, 84), and
in response to the data processing apparatus
(200) successfully checking the second authen-
tication (Auth) and successfully evaluating the
signing element (62, 44, 84), the data process-
ing apparatus (200) signing each of the at least
one data element (4, 4a, 4b, 4c) with a private
signature key (58), thereby generating at least
one signed data element (46).

2. The method according to claim 1, wherein the meth-
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od further comprises

the user device (100) generating the at least one
data structure (2, 2a, 2b, 2c), and
deriving the at least one data element (4, 4a, 4b,
4c) based on the at least one data structure (2,
2a, 2b, 2c),
wherein the user device (100) derives the at
least one data element (4, 4a, 4b, 4c) based on
the at least one data structure (2, 2a, 2b, 2c),
and wherein
providing the at least one data element (4, 4a,
4b, 4c) to the data processing apparatus (200)
comprises the user device (100) sending the at
least one data element (4, 4a, 4b, 4c) to the data
processing apparatus (200).

3. The method according to any of the preceding
claims, wherein the method further comprises

sending the at least one signed data element
(46, 46a, 46b, 46c) from the data processing ap-
paratus (200) to the user device (100), and
the user device (100) broadcasting the at least
one signed data element (46, 46a, 46b, 46c) to
a blockchain.

4. The method according to any of the preceding
claims, wherein the method further comprises

the remote data processing system (300) per-
forming a compliance check on each of the at
least one data structure (2, 2a, 2b, 2c),
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82), and
in response to a successful compliance check
and a successful check of the remote authenti-
cation element (60, 42, 82), the remote data
processing system (300) generating the signing
element (62, 44, 84) and sending the signing
element (62, 44, 84) to the user device (100).

5. The method according to any of the preceding
claims, wherein the data processing apparatus (200)
comprises a secure portion and wherein the private
signature key (58) is stored in the secure portion,
wherein the data processing apparatus (200) pref-
erably is a smart card.

6. The method according to any of the preceding
claims, wherein the at least one data structure (2,
2a, 2b, 2c) is a data structure (2) and the at least one
data element (4, 4a, 4b, 4c) is a data element (4),
wherein the data processing apparatus (200) gen-
erating the remote authentication element (60, 42,
82) comprises the data processing apparatus (200)
signing the data element (4) with a private remote

access key (50), thereby generating a remote access
data element (42) forming the remote authentication
element (60), wherein the private remote access key
(50) is stored in the secure portion.

7. The method according to claim 6 when dependent
on claim 5, wherein the signing element (62, 44, 84)
is an issuer signed data element (44) obtained by
signing the data element (4) with an issuer private
key (54),
wherein the data processing apparatus (200) com-
prises an issuer public key (56) corresponding to the
issuer private key (54), and evaluating the signing
element (44) comprises checking with the issuer
public key (56) whether the issuer signed data ele-
ment (44) is the data element (4) signed with the
issuer private key (54).

8. The method according to any of the preceding claims
with the features of claims 4 and 6, wherein the meth-
od further comprises

the remote data processing system (300) deriv-
ing the data element (4) from the data structure
(2), wherein
the remote data processing system (300) com-
prises a public remote access key (52) corre-
sponding to the private remote access key (50),
and wherein
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82) comprises the remote data processing sys-
tem (300) checking with the public remote ac-
cess key (52) whether the remote access data
element (42) is the data element (4) signed with
the private remote access key (50), wherein
the remote data processing system (300) gen-
erating the signing element (62, 44, 84) com-
prises
the remote data processing system (300) sign-
ing the data element (4) with the issuer private
key (54) to thereby generate the issuer signed
data element (44).

9. The method according to any of the claims 1 to 5,
wherein the at least one data structure (2, 2a, 2b,
2c) is a plurality of data structures (2a, 2b, 2c) and
the at least one data element (4, 4a, 4b, 4c) is a
plurality of data elements (4a, 4b, 4c), wherein the
method further comprises

deriving the at least one data element (4, 4a, 4b,
4c) based on the at least one data structure (2,
2a, 2b, 2c), and
providing a meta data element (8) to the data
processing apparatus (200), wherein the meta
data element (8) is generated by concatenating
the data elements (4a, 4b, 4c) and deriving the
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meta data element (8) based on the concatenat-
ed data elements (4a, 4b, 4c).

10. The method according to the preceding claim,
wherein concatenating the data elements (4a, 4b,
4c) is performed by the user device (100), and where-
in deriving the meta data element (8) is performed
by the user device (100).

11. The method according to any of the claims 9 and 10
when dependent on claim 5,
wherein the data processing apparatus (200) gen-
erating the remote authentication element (82) com-
prises the data processing apparatus (200) signing
the meta data element (8) with a private remote ac-
cess key (50), thereby generating a remote access
meta data element (82) forming the remote authen-
tication element (60); wherein the private remote ac-
cess key (50) is stored in the secure portion.

12. The method according to any of the claims 9 to 11,
wherein the signing element (62, 44, 84) is an issuer
signed meta data element (84) obtained by signing
the meta data element (8) with an issuer private key
(54);

wherein the data processing apparatus (200)
comprises an issuer public key (56) correspond-
ing to the issuer private key (54); and wherein
evaluating the signing element (84) comprises
checking with the issuer public key (56) whether
the issuer signed meta data element (84) is the
meta data element (8) signed with the issuer pri-
vate key (54).

13. The method according to claim 12 when dependent
on claim 4, wherein the method further comprises

the remote data processing system (300) deriv-
ing the plurality of data elements (4a, 4b, 4c)
from the plurality of data structures (2a, 2b, 2c),
and
the remote data processing system (300) con-
catenating the plurality of data elements (4a, 4b,
4c) and deriving the meta data element (8)
based on the concatenated data elements (4a,
4b, 4c); wherein
the remote data processing system (300) com-
prises a public remote access key (52) corre-
sponding to the private remote access key (50),
and wherein
the remote data processing system (300) check-
ing the remote authentication element (60, 42,
82) comprises the remote data processing sys-
tem (300) checking with the public remote ac-
cess key (52) whether the remote access meta
data element (82) is the meta data element (4)
signed with the private remote access key (50);

and wherein
the remote data processing system (300) gen-
erating the signing element (62, 44, 84) com-
prises
the remote data processing system (300) sign-
ing the meta data element (8) with the issuer
private key (54) to thereby generate the issuer
signed meta data element (84).

14. A system configured to perform the method accord-
ing to any of the preceding claims, wherein the sys-
tem comprises the user device (100) and the data
processing apparatus (200).

15. The system according to the preceding claim, where-
in the system comprises the remote data processing
system (300).

23 24 



EP 4 258 596 A1

14



EP 4 258 596 A1

15



EP 4 258 596 A1

16



EP 4 258 596 A1

17



EP 4 258 596 A1

18



EP 4 258 596 A1

19



EP 4 258 596 A1

20



EP 4 258 596 A1

21



EP 4 258 596 A1

22

5

10

15

20

25

30

35

40

45

50

55



EP 4 258 596 A1

23

5

10

15

20

25

30

35

40

45

50

55


	bibliography
	abstract
	description
	claims
	drawings
	search report

